
IT Security Risk Management 

IT Security 

     To strengthen IT security management and uphold the confidentiality, integrity, and availability of our 

company's critical IT systems, we have internally established multiple IT security regulations and policies to 

govern the IT security practices of our company personnel. We conduct annual reviews to ensure that 

these regulations align with the evolving operational environment and make necessary adjustments as 

required to establish a secure and dependable technology industry. 

 

Management regulations related to IT security policies include: 
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